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Soft Targets: Definition and Identification1

Tomáš ZEMAN2

Available definitions describe a soft target as a location with high vulnerability, but 
a low level of protection. However, such general definitions can hardly be used in the 
process of soft targets identification. The aim of the article is to create a temporary 
specific definition that could be utilised for this purpose. The suggested definition 
of a soft target is based on performed statistical analysis of 275 cases of terrorist 
attacks aimed against soft targets in the European Union from 2000 to 2015. In 
the definition, a soft target is characterised based on the probability of a terrorist 
attack occurrence and the expected number of casualties caused by the attack.
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Introduction

Recently, great attention has been paid to the issue of soft targets and measures for the 
increase of their security. In the United States (US) and Europe, there is an increasing 
number of violent attacks on soft targets in order to injure as many people as possible. Due 
to their attractiveness, ease of access and accessibility, terrorist groups increasingly seek 
them. Libicki, Chalk and Sission [1] presumed that this trend is caused by the hardening 
of prominent targets such as the Pentagon or White House after September 11, 2001. The 
difficulty of attacking these prominent targets leads terrorist groups to focus their attacks 
against soft targets, which are far more vulnerable.

Unfortunately, there is no universally recognised definition of soft targets to date. 
According to Fagel and Hesterman, [2] a soft target is generally “any person or thing that is 
vulnerable to attack but not protected”. Recently, in its Fourth progress report towards an 
effective and genuine Security Union, the European Commission [3] defined soft targets as 
locations that “are vulnerable and difficult to protect and are also characterised by the high 
likelihood of mass casualties in the event of an attack”. Nevertheless, both definitions are 
very common, which does not allow their use in the process of soft targets identification. 
The creation of more specific definition of soft targets would significantly facilitate the 
process of soft targets identification and contribute to a better understanding of terrorist 
aims and targets selection.
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In terms of soft targets, the greatest attention nowadays is paid to objects or events 
that involve a  large number of people in relatively small areas such as temples, schools, 
universities, hospitals, sport events, concerts, restaurants, hotels, bus/train stations etc. 
Although all these facilities or events are similar in many aspects, “not all such targets are 
equally vulnerable”, as noted by Asal et al. [4] In addition, it can be assumed that individual 
soft targets differ also in their popularity among terrorists. Unfortunately, practically no 
quantitative research of soft target vulnerability and their preferences by terrorists has been 
performed apart from the notable exception of the above mentioned study by Asal et al. [4]. 
The aim of this article is to contribute to the formulation of a soft target specific definition 
based on the identification of soft targets with the highest vulnerability and/or the highest 
probability of a terrorist attack. In order to achieve this goal, a statistical analysis of data 
about terrorist attacks committed in the European Union (EU) between 2000 and 2015 was 
performed.

Methods

The Global Terrorism Database [5] was utilised as a data source. All terrorist acts committed 
in the EU between 2000 and 2015 were selected from the Global Terrorism Database (GTD). 
Furthermore, only terrorist acts targeted against targets listed in the Table 1 were selected 
using the variable “targsubtype1” according to the GTD Codebook. [6] The result of this 
selection was 275 cases of terrorist attacks against soft targets from 19  target categories 
according to the GTD. [5] On the other hand, there were no documented terrorist attacks 
against targets from the Civilian maritime and Port categories according to the GTD in the 
given period. For this reason, these two categories were excluded from further statistical 
analyses. The number of casualties were calculated as the sum of persons killed or wounded 
during the attacks based on the variables “nkill” and “nwound” from the GTD.

For each terrorist attack, additional information (i.e. occurrence of the attacker’s attempt 
to penetrate the structure, success of this penetration and evidence of some terrorist group 
engagement during preparation of the attack) were traced in publicly available sources, 
particularly from websites of news media such as BBC News, The New York Times etc.

Penetration of a structure is any technique of entering a structure with the intention of 
committing a terrorist act, e.g. armed assault with a rifle, as well as walking into a structure 
with a hidden bomb. On the other hand, cases when a terrorist attack was committed outside 
the building, such as the explosion of a bomb placed in a garbage bin near its entrance or 
the throwing of a Molotov cocktail into the building from the street were not considered as 
a penetration attempt.

A terrorist attack is considered to have been organised by a  terrorist group in two 
cases:  a)  A  terrorist attack is claimed by the group and this claim is not questioned by 
any relevant source, e.g. conclusions from a  police investigation; b) Involvement of 
a terrorist group is proved during a police investigation. In cases when two or more terrorist 
groups claim one terrorist attack, but it is not clear which claim is true, the terrorist attack 
is considered to have been organised by a  terrorist group. Any other terrorist act not 
corresponding to any of the aforementioned criteria is not considered to have been organised 
by a  terrorist group. This procedure leads to the division of all terrorist attacks into two 
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groups: a) terrorist attacks demonstrably organised by a terrorist group; b) terrorist attacks 
committed by an individual, i.e. lone wolves or lone actors, and terrorist attacks organised 
by a terrorist group, but with a lack of evidence of the terrorist group’s engagement.

Table 1. Coding of selected soft targets according to the GTD Codebook [6],  
with the number of incidents and the mean number of casualties between 2000 and 2015.  

(Based on data from GTD [5].)

Coding Target Number of 
incidents

Mean
number of
wounded

Mean 
number of 

dead
2 Restaurant/bar/café 29 3.759 1.345
8 Hotel/resort 19 3.353 0.278

11 Entertainment/cultural/stadium/casino 36 9.629 2.6
44 Airport 8 0.375 0
49 School/university/educational building 15 2.333 0.733
57 Civilian maritime 0 0 0
60 Port 0 0 0
74 Marketplace/plaza/square 7 5 0.143
78 Procession/gathering 4 5.75 0.25
79 Public areas 23 0.957 0.087
81 Museum/cultural centre/cultural house 6 0 0.667
86 Place of worship 63 0.27 0.016
96 Tour bus/van/vehicle 1 30 6
99 Bus (excluding tour bus) 9 0.111 0

100 Train/train tracks/trolley 44 40.977 4.341
101 Bus station/stop 2 0 0
102 Subway 3 0 0
103 Bridge/car tunnel 1 0 0
104 Highway/road/toll/traffic signal 5 0 0

Total 275 8.989 1.28

Note: Mean numbers were calculated as the sum of wounded or dead people divided by the number 
of incidents.

Based on research samples consisting of data from GTD [5] and the aforementioned 
additional variables, a statistical analysis was performed for soft targets categories with at 
least 15 cases. All calculations were performed in statistical software R [7]. The relationship 
between variables was assessed using Spearman’s rank correlation coefficient (R).

Results and Discussion

Regarding the type of used weapon, bomb attacks are by far the most frequent (Table 2). 
Terrorist attacks carried out with explosives or an incendiary constitute 90.2% of all attacks 
against soft targets in the EU between 2000 and 2015. Based on the results of performed 
analysis, train/train tracks/trolley, entertainment/cultural/stadium/casino, restaurant/bar/
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café and hotel/resort are the soft targets with the highest number of victims caused by 
terrorist attacks (see Figure 1, Table 1).

Table 2. Relative frequencies of weapon type in the sample. (Based on data from GTD [5].)

Weapon type %
Explosives/bombs/dynamite 64.4
Incendiary 25.8
Firearms 4.7
Melee 2.9
Others 2.2

Note. Frequencies based on variable “weaptype1” from GTD [6].

As can be seen in Figure 1, the highest number of victims was caused by terrorist attacks 
against soft targets from the GTD category train/train tracks/trolley. Almost all documented 
victims were killed or wounded as the result of the terrorist attacks in Madrid on 11 March 
2004, where a series of ten bomb explosions occurred on trains on Madrid’s commuter line 
during the morning rush hour. As seen in Table 1 and in Figure 1, the number of attacks 
against targets from this category is also very high. There were 44 attacks documented by 
the GTD [5] between 2000 and 2015. The absolute majority of them was bombing (70%) 
or arson (27%) attacks as seen in Table 2. Nevertheless, most of these attacks were either 
unsuccessful or with no intention to kill. This directly correlates with the fact that most 
of the bomb attacks were performed at night or in the early morning hours. Bomb attacks 
against rail lines (36%) or train stations (36%) are the most frequent modus operandi, 
whereas direct assaults against trains are relatively rare (18%).

Terrorist attacks against soft targets from the entertainment/cultural/stadium/casino 
category are very frequent (n = 36), although not highly devastating. These attacks are 
most frequently bomb attacks against nightclubs, discotheques or bars (44%), however, 
stadiums are also a relatively frequent target (14%). The remaining cases represent attacks 
against various targets such as concert halls, museums, galleries, sport facilities etc. 
Attacks against targets from this category are usually not highly lethal. In fact, in most 
cases, there is evidently no intention to kill: Bomb devices are usually detonated at night 
outside opening hours and are often preceded by a telephone call of the upcoming bomb 
attack. In some cases, these attacks are more like vandalism. The reason why these soft 
targets have the second highest mean number of casualties caused by terrorist attacks can 
be found in the Paris attacks on 13 November 2015, specifically the Bataclan concert hall 
massacre. The Bataclan attack has shown the vulnerability of this kind of soft target. In this 
case, three perpetrators armed with firearms were able to penetrate the building with six 
security agents on duty that night being unable to stop them. The massacre lead to 90 people 
killed and 217 wounded according to GTD. [5] On the other hand, security measures proved 
to be effective at another terrorist attack performed by ISIL that day in Paris, the suicide 
bombing at Stade de France, when three suicide bombers attempted to get inside the stadium 
where 79,000 people were watching a friendly football game between France and Germany. 
This plan failed after a security guard discovered the suicide vest of the first bomber and 
prevented him from entering the stadium. As a result, instead of hundreds of dead, only one 
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person was killed, when all three perpetrators detonated themselves near the entrance gates 
to the stadium.

(Each type of soft target marked uses the coding of variable “targsubtype1” from GTD, for details 
see Table 1.)

Figure 1. Number of terrorist attacks against soft targets and the mean number of 
casualties (persons killed or wounded during the attacks) in the European Union between 

2000 and 2015. (Based on data from GTD [5].)

Another very common target is a restaurant/bar/café. In these places, it is very unlikely that 
there are security guards, cameras, etc. that could prevent a terrorist attack. According to 
the GTD, [5] there were 29 terrorist attacks against these types of soft targets. However, the 
actual reasons why these targets have the third highest number of victims are due to 
the Paris attacks on 13 November 2015, specifically on restaurants in the area of the 10th 
arrondissement. The remaining terrorist attacks against the targets from this category were 
far from being so devastating. The modus operandi of these attacks was quite similar to 
the attacks against targets from the entertainment/cultural/stadium/casino category:  In 
most cases, some kind of explosive device was used (76%). The bomb attacks were often 
performed outside opening hours indicating that the primary goal of these attacks was not to 
kill civilians. In six cases, the attack was announced in advance, usually by an anonymous 
telephone call.
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Figure 2. Frequencies of different techniques of terrorist attacks against seven types of soft 
targets most frequently exposed to terrorist attacks. (Based on data from GTD [5].)

Other relatively frequent targets of terrorist attacks were soft targets from the GTD category 
hotels/resorts (n = 19). [5] Interestingly enough, the most frequent targets were Spanish or 
French hotels or resorts. This corresponds with the fact that in most cases the attacks were 
carried out by Basque or Corsican separatist groups, e.g. ETA (Euskadi ta Askatasuna). 
Spanish hotels/resorts were targeted in 53% and French hotels/resorts in 37% of the 
cases. Detonated explosives were used as the primary technique of attack in all cases. It is 
quite easy to get explosives inside the hotels/resorts because the main entrance is usually 
unguarded and there is no luggage check of the guests.

Regarding the tour bus/van category, there was only one documented terrorist attack 
between 2000 and 2015, however, with many fatalities. It was a suicide bomber attack on an 
Israeli tourist bus in Burgas, Bulgaria, claimed by Hezbollah. This attack resulted in 6 dead 
and 30 injured passengers.

There were several documented terrorist attacks against soft targets from the GTD 
category school/university/educational buildings with moderate lethality. For the most part, 
they were bomb attacks (73%). [5] However, there is also a relatively high percentage of direct 
assaults carried out by assailants armed with firearms or knives (20%). So far, probably the 
worst attack against school/university/educational buildings was performed by a  teenage 
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Finnish student on 7 November 2007 at the Jokela High School, when a student carried out 
a school shooting and killed seven students, a teacher, and himself with a handgun.

There were only seven documented terrorist attacks against targets from the marketplace/
plaza/square category; however, one of them led to a great number of casualties. It was 
a bombing attack that took place in a supermarket in the central part of Riga on 17 August 
2000 and resulted in 1 dead and 34 injured. The other six attacks were only slightly lethal, 
together leading only to one wounded person.

Figure 3. Frequencies of terrorist attacks apparently organised by terrorist groups in seven 
types of soft targets most frequently exposed to terrorist attacks. [Edited by the author.]

One common soft target that terrorist organisations choose as their target are public areas 
(gardens, parking lots, garages, beaches, public buildings and camps). These places are 
very attractive to terrorists because they are public, often completely unguarded and as 
a  rule, there is a  large number of people on site. However, despite the large number of 
terrorist attacks in public areas (n = 23), their lethality is relatively low (0.087 dead and 
0.957 wounded people per attack). Similarly, terrorist attacks against places of worship as 
a soft target are frequent in all over Europe (n = 63), they are in fact the most frequently 
attacked soft targets. In spite of this, their lethality is very low (0.016 dead and 0.27 wounded 
people per attack). Regarding these soft targets, an interesting geographical distribution can 



T. ZEMAN: Soft Targets: Definition and Identification

116	 AARMS  (19) 1 (2020) 

be observed: attacks against places of worship in France and Germany give 52% of all the 
terrorist attacks against these types of soft targets. The most targeted places are synagogues 
(30%) and mosques (43%) in all of Europe. In most cases, no terrorist organisation claimed 
responsibility for these attacks and there was no convincing evidence indicating that the 
attack was committed by any terrorist organisation (90%) as seen in Figure 3. The most 
widespread techniques of attack were explosives and arson attacks (setting fires or throwing 
Molotov cocktails). In contrast, terrorist attacks against processions/gatherings are very rare; 
in fact, only four such terrorist attacks were documented in the selected period; however, for 
this category the third highest mean number of casualties among all soft targets categories 
has been reported (0.25 dead and 5.75 wounded people per attack).

The frequency of terrorist attacks against all other types of soft targets categories or the 
number of casualties caused by these attacks proved to be very low.

The positive correlation between terrorist group involvement and the number of casualties, 
as seen in Figure 4, indicates that terrorist attacks organised by terrorist groups are deadlier 
than terrorist attacks committed by individuals. This is apparently caused by a higher rate of 
bomb attacks in terrorist attacks committed by terrorist organisations (83% of all terrorist 
attacks organised by terrorist organisations) compared to terrorist  attacks committed 
by individuals or by an unknown perpetrator (58% of all terrorist attacks performed by 
individuals or an unknown perpetrator).

(“R” represents Spearman’s rank correlation coefficient and “P” the respective p values. Each type 
of soft target marked uses the coding of variable “targsubtype1” from GTD, for details see Table 1.)

Figure 4. Relationship between ratios of terrorist attacks prepared by terrorist groups and 
the mean number of casualties. (Based on data from GTD [5]).

There are also significant differences in the rate of penetration attempts into structures in 
selected soft target categories (Figure 5). There is a  very high penetration attempt rate 
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in  targets from the train/train tracks/trolley, school/university/educational building and 
the restaurant/bar/café categories. This rate is slightly less than that of the category of 
public areas, which includes public gardens, parking lots, beaches, camps etc., [6] relatively 
low in targets from the categories of place of worship and hotel/resort and very low in 
the category of entertainment/cultural/stadium/casino. This trend apparently corresponds 
with the extent of security measures which are usually adopted for soft targets from each 
category. For example, there are no security measures in fact that could prevent anyone 
from tossing a bomb, incendiary or firearm into a train, trolley, school or restaurant. Unlike 
these objects, many soft targets from the category of entertainment/cultural/stadium/casino 
and some targets from the categories of hotel/resort and place of worship usually perform 
personal entrance checks. This demonstrates the importance of such security measures in 
the prevention of terrorist attacks. The best example of this is the foiling of the suicide 
bomber during a personal check at the entrance into Stade de France during the 13 November 
terrorist attacks in Paris, which consequently saved tens or maybe hundreds of lives.

Figure 5: Frequencies of attempts to penetrate a structure and success of the penetration in 
seven types of soft targets most frequently exposed to terrorist attacks.
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Conclusions

Based on the results of the statistical analysis, it was found that different types of soft 
targets vary greatly concerning the risk of terrorist attack. One of two basic features of soft 
targets according to the common definitions is vulnerability. In this study, vulnerability was 
measured by lethality, i.e. the mean number of casualties caused by terrorist attacks against 
each soft target category. Vulnerability is given by the concentration of people, efficiency of 
security measures and quality of terrorist attack performance. There were four soft target 
categories with no casualties at all and four others with the mean number of casualties lower 
than one person per attack. A good example of this type of soft target is places of worship. 
During the selected period of sixteen years, the GTD [5] contained 63  terrorist attacks 
against soft targets from this category in the EU. However, all these attacks ended with the 
death of only 1 person and 17 people wounded. Besides the low level of professionalism of 
these terrorist attacks, it is also due to the fact that the density of people at places of worship 
is usually relatively low. Despite this, places of worship are a very popular target due to 
their symbolic meaning. However, it is questionable if the structure from this group should 
be classified as a soft target.

On the other hand, there are target categories that are rarely hit by terrorist attacks, 
even though these attacks are extremely deadly. A good example is targets from the GTD 
category of tour bus/van/vehicle. There was only one terrorist attack against these targets in 
the selected period in the EU, i.e. the suicide bomber attack on an Israeli tour bus in Burgas, 
however, with great impact (six people killed, 30 wounded). [5]

For these reasons, both the frequency and lethality of terrorist attacks against soft 
targets were considered as valuable variables for soft target identification. Together, they 
reflect all the important aspects of terrorist attacks against soft targets, i.e. the concentration 
of people on site, the efficiency of security measures and the target preferences of terrorists. 
Based on the results of this study, the provisional two-criterion definition of a soft target is 
suggested: “A soft target is a location where the probability of a terrorist attack incidence per 
year exceeds 0.001 % and the expected number of casualties caused by the attack exceeds 
1 dead or wounded person.”

This specific definition can be used for the preliminary classification of an object as 
a soft target. The expected number of casualties can be estimated based on GTD [5] as the 
mean number of casualties for the selected GTD category of soft targets, e.g. the hotel/resort 
category in a region, e.g. the EU. The probability of terrorist attacks for the selected soft 
target in the region can be approximated as the number of terrorist attacks in the region in 
the selected period divided by the period length in years and the total number of soft targets 
of this type in the region, e.g. the total number of hotels and resorts in the EU.

It can be seen that by this procedure the probability of a terrorist attack for one object 
from a  given soft target category can be calculated. This probability was deliberately 
preferred over the probability of a terrorist attack against the entire category of soft targets. 
This approach was used because the probability for an individual object reflects not only 
the target preferences of terrorists, but also the possibilities of the target’s protection. For 
example, even though the frequencies of terrorist attacks against targets from the categories 
of marketplace/plaza/square and airport are similar, the possibilities for their protection are 
utterly different due to their numbers. At the same time, several hundreds of civil airports 
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operate in the EU; there are at least tens of thousands of markets in the same territory, which 
makes their protection practically impossible.

However, the proposed procedure is based solely on historical data. As such, it cannot be 
perfect and should only be considered temporary. The modus operandi of terrorist attacks, 
as well as target preferences of terrorists, changes quickly. For this reason, soft target 
identification based solely on historical data is necessarily not entirely accurate. Moreover, 
the method used for determination o    f the probability of a terrorist attack against individual 
soft targets is only approximate. In fact, the probability of a  terrorist attack differs not 
only among soft target GTD categories, but also between two soft targets from one GTD 
category. For example, the marketplace in the capital or large city has a significantly higher 
probability of a terrorist attack than a marketplace in a village. More sophisticated methods 
for the determination of both probability of a  terrorist attack and the mean number of 
casualties should be elaborated in the future. In particular, the method should allow for the 
assessment of terrorist attack probability for an individual soft target taking into account its 
position, size and adopted security measures.
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Praesent ad accumsan velit 
John Doe  

 
 

I Lorem ipsum dolor sit amet: Consectetur adipiscing elit 
 
Sed do eiusmod tempor incididunt ut labore et dolore magna aliqua.1 Ut enim ad minim 
veniam, quis nostrud exercitation ullamco laboris nisi aliquip ex commodo consequat . . . 
 
A Duis aute irure dolor in reprehenderit2 
 
In voluptate velit esse cillum dolore eu fugiat nulla pariatur. Excepteur sint occaecat 
cupidatat non proident, sunt in culpa qui officia deserunt mollit anim id est laborum . . .  
 
(i) Sed ut perspiciatis unde omnis 
 
Iste natus error sit voluptatem accusantium doloremque laudantium, totam rem aperiam, 
eaque ipsa quae ab illo inventore veritatis et quasi architecto beatae vitae sunt . . . 
 
a) Nemo enim ipsam voluptatem 
 
Quia voluptas sit aspernatur aut odit aut fugit, sed quia consequuntur magni dolores eos 
qui ratione voluptatem sequi nesciunt . . . 
 
b) Integer condimentum mauris ut lacus facilisis iaculis 
 
Praesent sed fermentum neque. Proin porta sagittis tortor sit amet luctus. Suspendisse ut 
gravida sem. Quisque vestibulum et neque condimentum, vitae efficitur dolor pretium . . . 
 
(ii) Neque porro quisquam est 
 
Qui dolorem ipsum quia dolor sit amet, consectetur, adipisci velit, sed quia non numquam 
eius modi tempora incidunt ut labore et dolore magnam aliquam quaerat voluptatem . . . 
 
B Suspendisse vulputate consectetur nunc vitae suscipit 
 
Quisque efficitur vestibulum pellentesque. Phasellus tempor massa purus, vitae viverra 
orci ultricies at. Morbi nibh nisi, molestie id rutrum eu, efficitur ut arcu . . . 
 
 

II Nunc nec ex interdum, blandit lacus imperdiet, bibendum ex 
 
Nullam lobortis, nulla sed accumsan ornare, est arcu scelerisque nisi, sed malesuada mi 
turpis in purus. Morbi scelerisque dui fringilla volutpat ultricies . . . 
 
1 Ut enim ad minima veniam, quis nostrum exercitationem ullam corporis suscipit laboriosam, nisi ut aliquid 
ex ea commodi consequatur? 
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illum qui dolorem eum fugiat quo voluptas nulla pariatur? 
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veniam, quis nostrud exercitation ullamco laboris nisi aliquip ex commodo consequat . . . 
 
A Duis aute irure dolor in reprehenderit2 
 
In voluptate velit esse cillum dolore eu fugiat nulla pariatur. Excepteur sint occaecat 
cupidatat non proident, sunt in culpa qui officia deserunt mollit anim id est laborum . . .  
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eius modi tempora incidunt ut labore et dolore magnam aliquam quaerat voluptatem . . . 
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Quisque efficitur vestibulum pellentesque. Phasellus tempor massa purus, vitae viverra 
orci ultricies at. Morbi nibh nisi, molestie id rutrum eu, efficitur ut arcu . . . 
 
 

II Nunc nec ex interdum, blandit lacus imperdiet, bibendum ex 
 
Nullam lobortis, nulla sed accumsan ornare, est arcu scelerisque nisi, sed malesuada mi 
turpis in purus. Morbi scelerisque dui fringilla volutpat ultricies . . . 
 
1 Ut enim ad minima veniam, quis nostrum exercitationem ullam corporis suscipit laboriosam, nisi ut aliquid 
ex ea commodi consequatur? 
2 Quis autem vel eum iure reprehenderit qui in ea voluptate velit esse quam nihil molestiae consequatur, vel 
illum qui dolorem eum fugiat quo voluptas nulla pariatur? 

Quotations 
Punctuation follows the closing quotation mark, unless the whole sentence is a quotation. The 
footnote marker comes last. If you add emphasis to a quotation, put ‘(emphasis added)’ into 
the footnote. 
Incorporate quotations of up to five lines into the text, within single quotation marks. 
Quotations longer than five lines should be in indented paragraphs; leave additional line 
spacing above and below indented quotes. For quotations within short quotations, use double 
quotation marks. 
 
Citation 
Either directly or indirectly citing any source, put the reference in footnote. Do not use 
endnotes. 

 
Books: 

 
 
 
 

David Hume, in the section Of the Origin of Our Ideas of A Treatise of Human Nature, 
wrote that 
 

All the perceptions of the human mind resolve themselves into two distinct kinds, 
which I shall call impressions and ideas. The difference betwixt these consists in the 
degrees of force and liveliness, with which they strike upon the mind, and make their 
way into our thought or consciousness. Those perceptions, which enter with most 
force and violence, we may name impressions: and under this name I comprehend 
all our sensations, passions and emotions, as they make their first appearance in the 
soul.1 

 
Shortly after this definition, starting to prove the precedency of our impressions or ideas,2 
he put that ‘our ideas are images of our impressions, so we can form secondary ideas, which 
are images of the primary’.2 Arguing that […] 
 
1 David Hume, A Treatise of Human Nature (London: John Noon, 1739), 1. 
2 Ibid. 6 (emphasis added). 

First note: 
1 John Dewey, Logic: The Theory of Inquiry (New York: Henry Holt, 1938). 
2 Jean-Pierre Changeux and Paul Ricoeur, Ce qui nous fait penser – la nature et la règle (Paris: Odile Jacob, 
1998), 14–34. 
3 Klaus Wettig (ed.), »Ich wohne nicht in stehenden Gewässern«. Der politische Günter Grass (Göttingen: 
Steidl, 2018), 120–21. 
4 Christoph E Düllmann et alii (eds), Nuclear Physics A: Special Issue on Superheavy Elements (Oxford: 
Elsevier 2015), 13, 23, 79–101. 
 
Subsequent notes: 
11 Dewey, Logic, 123. 
12 Changeux and Ricoeur, Ce qui nous fait penser. 
13 Düllmann, Nuclear Physics A, 74–76. 
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Journal articles: 

 
Online works: 

 
If a paper you are linking to has an associated Digital Object Identifier (DOI), please use the 
http://dx.doi.org/ address to link to it instead of the publisher's address. 
 
Cases: Citing cases in the body text, at first, use the ‘Doe v Wade’ form, later on, an 
unambiguous short version is enough (‘in Wade’). In footnotes, when it is first mentioned, 
give the name of the case in full – thereafter it may be shortened, but provide a cross-citation 
in brackets to the footnote in which the full citation can be found. Do not forget to give the 
law report and page or paragraph number. 

 
Citing sources of law, use full forms in the body text (for example, Article 8 and Section 
9(1)(a) of Human Rights Act 1998), and abbreviations in footnotes (Human Rights Act 1998, 
art. 8 and s. 9(1)(a)). 

1 Virginia v Black 538 US 343 (2003). 
. . . 
14 Virginia (n 1) 345. 

First note: 
1 Clinton Tolley, ‘Hegel’s Conception of Thinking in His Logics’, in Logic from Kant to Russell: Laying the 
Foundations for Analytic Philosophy, ed. by Sandra Lapointe (New York: Routledge, 2019). 
 
Subsequent notes: 
7 Tolley, ‘Hegel’s Conception of Thinking’, 84. 

First note: 
1 Louis D Brandeis and Samuel D Warren, ‘The Right to Privacy’, Harvard Law Review 4, no 5 (1890), 193–
220. 
2 Karl Schlieker, ‘Lufttaxis gewinnen an Flughöhe’, Allgemeine Zeitung, November 29, 2019. 
 
Subsequent notes: 
4 Brandeis and Warren, ‘The Right to Privacy’, 201. 
5 Schlieker, ‘Lufttaxis’. 

First note: 
1 Sophia Chen, ‘Physicists Take Their Closest Look Yet at an Antimatter Atom’, Wired, February 19, 2020, 
https://www.wired.com/story/physicists-take-their-closest-look-yet-at-an-antimatter-atom. 
 
Subsequent notes: 
2 Chen, ‘Physicists’. 

 
Footnotes 
Footnotes can be a form of citation or can provide relevant additional information. Indicate 
footnotes with a superscript number which should appear after the relevant punctuation in the 
text – for the clarity, it can also be put directly after the word or phrase to which it relates. If a 
subsequent citation immediately follows, use ‘Ibid.’ Separate citations with semi-colons. 
Pinpoints to pages come at the end of the citation. If the page numbers have the same 
hundreds or thousands digit, do not repeat it when listing the final page in the range. Close 
footnotes with a full stop. Italicise titles of books – all other titles should be within single 
quotation marks and in roman. Capitalise the first letter in all major words in a title. Footnotes 
must contain all available data of the cited sources. Do not insert ‘at’, ‘page’, ‘p’ or ‘pp’, and 
avoid ‘ff’. Use ‘Press’ referring to university publishing houses (for example, Edinburgh 
University Press). 
 

 
Italicising 
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foreign words and phrases as well, but not quotations and words that are in common usage in 
English. Referring to foreign terms, next to the English translation, provide the original 
expression in brackets. 

1 Henry Petroski, To Engineer Is Human: The Role of Failure in Successful Design (New York: St. Martin’s, 
1985); Henry Petroski, Design Paradigms: Case Histories of Error and Judgment in Engineering 
(Cambridge: Cambridge University Press, 1994); Tom Jackson (ed.), Engineering: An Illustrated History 
from Ancient Craft to Modern Technology (New York: Shelter Harbor, 2016). 
2 Simon Winchester, The Perfectionists: How Precision Engineers Created the Modern World (New York: 
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6 Winchester, The Perfectionists, 76. 
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Listing 
Lists with less than five items preferably should be in paragraph format, and marked with 
numbers ((1); (2); (3); (4)). If necessary, use vertical lists with en dashes instead of bullets. 
Put  a  period  at  the  end  of  items  in  a  vertical  list  only  if  the  items  are  complete  
sentences. Otherwise, omit terminal periods, even for the last item, and do not capitalise the 
first words. 
 
Punctuation and abbreviation 
Use as little punctuation as possible. Abbreviations and initials in authors’ names do not take 
full stops. Nevertheless, mentioning for the first time, full names should be used at first. 

 
Contractions ending with the same letter as the original word do not take terminal full stops 
(Mr, edn), but abbreviations where the last letter of the word is not included do (ch., ed.) – 
except the abbreviated forms of ‘versus’ and ‘note’. The abbreviations ‘etc.’, ‘i.e.’ and ‘e.g.’ 
should be replaced by ‘and so on’, ‘that is’ and ‘for example’. 

 
Commas should be omitted before the final ‘and’ and ‘or’ in lists unless they help 
understanding. 
Introducing a span or range with words, do not use the en dash. Use en dash reporting contest 
scores or results, and between words representing conflict, connection or direction. 
Omissions should be indicated by ellipsis, in which each dot should be separated from its 
neighbour by a non-breaking space (. . .). If the omission comes at the end of a sentence, use a 
full stop and an ellipsis. 
 
 
 
 
 

Cass R Sunstein, in his paper The Power of the Normal, analyses the stigmatisation by 
categorisation as well. He, like Erving Goffmann, uses these words . . . 
Sunstein argues that . . . 
 
The European Union (EU) is an international organisation comprising 27 European 
countries. Originally, the EU confined to western Europe . . . 

article, articles   art., arts 
chapter, chapters  ch., chs 
number, numbers  no, nos 
paragraph, paragraphs para., paras 
part, parts   pt, pts 
section, sections  s., ss 

The being-in-the-world (in der Welt-Sein) . . . 
The expression ‘general rule’ (à la règle générale) . . . 
Everyday autarky (αὐτάρκεια) in this context means . . . 
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Symbols 
Instead of using % symbol, write ‘per cent’. 
Use & symbol only if it is a legacy, for example, in titles and names (William & Mary 
Quarterly, Simon & Schuster). 
 

Winston Churchill in his historic speech, ‘We Shall Fight on the Beaches’, said that 

That was the prospect a week ago. . . . The King of the Belgians had called upon us 
to come to his aid. Had not this Ruler and his Government severed themselves 
from the Allies, who rescued their country from extinction in the late war, . . .  the 
French and British Armies might well at the outset have saved not only Belgium 
but perhaps even Poland. 
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